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**Introduction**

The pandemic was considered a watershed in terms of how countries view the use of surveillance technologies and personal data. In Brazil, it was no different. Amidst a variety of privacy-unfriendly solutions intended to mitigate the spread of COVID-19 in the country, a Presidential Executive Provisional Measure (MP 954/2020) mandated Brazilian telecom companies to share personal data of more than 200 million users with the Brazilian Institute of Geography and Statistics (IBGE, a government entity responsible for census research) “for statistical purposes”. The MP ended up being halted in the Brazilian Supreme Court, resulting in a landmark ruling, according to which data protection was considered an autonomous fundamental right. As a result, the ruling paved the way for the recent promulgation of a constitutional amendment that effectively included the fundamental right to data protection in the constitution. Therefore, our main goal is to present how this decision has been a cornerstone for civil society organisations (CSOs) in their opposition to personal data-related abuses. The report will show how CSOs have been exploring the Supreme Court’s precedent to conduct campaigns, litigation, research and advocacy work in the promotion of digital rights.

**Pandemic surveillance adds to the techno-authoritarianism**

Due to the COVID denialist movement and the lack of centralised leadership by President Jair Bolsonaro in relation to policies aimed at mitigating the pandemic, including social distancing, the numbers of COVID-19 cases in Brazil reached tragic levels. Therefore, in order to minimise the effects of the pandemic, technological solutions – often controversial, disproportionate and unnecessary – have been adopted by Brazilian states and municipalities. As a result, we had the proliferation of dozens of contact-tracing applications and other technological solutions that did not have any transparency regarding the collection and processing of data.

The justification for collecting huge amounts of personal data – that it was necessary to contain the pandemic – was not an exclusive agenda of the private sector. MP 954/2020 instituted by Bolsonaro provided for the sharing of user data by telecommunications service providers with the IBGE, “to support official statistical production during the coronavirus pandemic.” The MP required telephone companies to provide IBGE with a list of the names, telephone numbers and addresses of their customers, whether individuals or legal entities. The shared data, according to the text, would be used to produce official statistics through remote household interviews.

It is important, however, to point out that this situation is considered concerning in the context of the growth of what we call “ techno-authoritarianism” in Brazil. The practice is carried out through proposals and actions that expand the access of the state to sensitive data of citizens without clear justification, proper guarantees, and safeguards. These include projects such as the multi-biometric database that was the result of Decree No. 10,046 (on creating a Citizen Base Register) and the various proposals to use Brazilian citizens’ data.
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amend the Civil Rights Framework for the Internet. Furthermore, in November 2021, Rio de Janeiro city councillor Carlos Bolsonaro – the son of Bolsonaro – began negotiations with representatives of the companies DarkMatter, Polus Tech and NSO Group for the acquisition of spyware programmes from these companies. Also in 2021, the president’s son intervened in a tender by the Ministry of Justice in order to purchase Pegasus spyware. The attempt failed, however, after the Federal Audit Court suspended the bidding process.

Fortunately, as previously mentioned, the Brazilian Supreme Court decided against the MP and data sharing with IBGE, recognising – in a historic decision – that the protection of personal data was an autonomous fundamental right. This precedent represents a major step forward in relation to principles that guide the protection of personal data and creates instruments to combat techno-authoritarianism, a serious threat to human and fundamental rights and inconsistent with the rule of law in Brazil.

**The origins of a new fundamental right**

The federal government’s data-sharing proposal between IBGE and telecom companies tried to justify itself based on the necessity to conduct interviews for the National Household Sample Survey at the height of the pandemic. The alleged trade-off between data protection on one side – historically seen as an individual right – and public security or public health on the other, has been used as a typical justification for mass surveillance and social control around the world, diminishing collective data privacy in the name of a “greater good”.

It is essential to put the Supreme Court’s decision into perspective: before the shift in the previous laws were sectorial. For instance, the Brazilian Consumers’ Code protected data subjects in consumer relations; the Civil Rights Framework for the Internet protected personal data, mainly regarding relations with service and internet providers; the Statute for Children and Adolescents protected its specific public, and so on. Even with a modern general regulation such as the Brazilian General Data Protection Law (LGPD), problematic areas related to the collection of personal data were left aside, such as public security, criminal investigations and national security. As a result, the LGPD has not been enough to address, by itself, crucial problems such as biometric surveillance, access to encrypted communications, or government hacking activities.

So, the IBGE case gave the Supreme Court an opportunity to update privacy legislation and bring it in line with the Brazilian Federal Constitution of 1988. With a majority of 10 votes to one, the decision effectively revoked MP 954/2020’s effects, given that, among other reasons, the MP was (1) too broad and vague, (2) lacked clarity in its purpose and, therefore, (3) failed to justify the necessity of the mass data sharing. It also did not provide the due process needed to safeguard the set of data – in terms of technical security as well as in administrative protocols for processing the data – and it was not proportional, given that the IBGE’s National Household Sample Survey programme worked literally with samples, making it unnecessary to gain access to all the databases of telecom service providers.

The court found that the right to privacy and data protection – already granted in the constitution, but mostly referred to as “confidential data” and privacy of telecommunications – should also cover “informational self-determination”, adopting an autonomous right to data protection beyond the spheres of telecommunications or private data. It was argued that the right to data protection was a fundamental part of the individual’s dignity and that the value of personal data escapes the public/private dichotomy, i.e. all personal data, held by public or private entities, should be subjected to constitutional protection. Finally, at least two amici curiae were proposed within the Supreme Court case, sustaining that the autonomous right to data protection instrumentalised a series of other liberties, as a pillar of the collective social contract, and therefore, the MP was highly disproportionate.

The shift in the interpretation in the judicial branch paved the way to the Constitutional
Amendment No. 115/2022, recently enacted by the Brazilian Senate, and effectively elevating the right to data protection to the Brazilian Federal Constitution (Article 5, LXXIX).

According to civil society representatives, activists and policy analysts, this opened an avenue to strengthen digital rights in Brazil. As mentioned before, the previous data protection framework had limitations that left crucial advocacy work without concrete solutions, such as in the areas of public security and criminal investigations, as well as loopholes allowing abusive surveillance programmes. However, now, with the change in the legal landscape, civil society organisations could count on a powerful advocacy tool.

The dawn of a new front in digital rights advocacy

Protected by the constitution, safeguarding personal data is now a government obligation at the national and local levels. The government needs to proactively ensure the protection of personal data for the entire population, not only by avoiding unauthorised use of citizens’ data, but also by promoting institutional means to continuously improve the protection of personal data. This includes education of the public, the empowerment of oversight and ombudsperson’s entities such as data protection authorities, public campaigns, and a broad range of incentives that promote data protection in the processing of public and private personal data. At the same time, the public sector can also be held accountable for any collective damage to Brazilians regarding personal data abuse.

At first, civil society might benefit from this scenario by demanding, for instance, that public actors reveal the amount of public resources spent in a specific year regarding the protection of citizens’ personal data, as well as how the resources were spent, and who any monies were paid to. This will be very valuable in helping to understand the extent to which it has been a priority agenda. Additionally, with the new fundamental right status, data protection can be the basis for judicial actions filed directly to the Supreme Court – for instance, through Request for Non-Compliance with Basic Constitutional Principles and Direct Action of Unconstitutionality actions, whose decisions have binding effects nationwide. These are considered key opportunities for civil society to engage in judicial actions as amici curiae and to mobilise public opinion when landmark data protection cases are being heard at the Supreme Court.

Cases at the centre of the digital rights debate in Brazil will also be directly affected by the new constitutional landscape, such as the massive federal data-sharing programmes. In 2019, the Citizen’s Basic Register (Cadastro Base do Cidadão) was created by presidential decree, and has been referred to as a massive “data collection and surveillance infrastructure”, According to the programme, multiple biographic, social and other sensitive citizen data (including biometrics of the palm, retina, face and voice, as well as gait recognition) is being shared among public entities “in order to improve the offering of public services.” Another case is the sharing of Brazilians’ driver’s licence numbers between the Federal Data Processing Service and the Brazilian Intelligence Agency, the central domestic surveillance entity in the country. As these programmes have not proven necessary and proportionate, they have been challenged at the Supreme Court — and now these challenges have gained a new context that favours them based on the fundamental right to data protection.

Equally urgent is the resolution of data protection parameters regarding private messaging services. Since 2020, for instance, traceability provisions for the mass sharing of private communications within end-to-end encrypted platforms are seen as a possible solution to the dissemination of disinformation in Brazil (through Bill No. 2630/20, the “Fake News Law”). Although facing strong opposition from digital rights groups, the measure is perceived by some as “justified” as it would be used in prosecution, which is considered a loophole in the prior legal regime. Now that this enforcement would be subject to the constitutional right to data protection, and considering that the proposed legislation violates the “necessity” principle in data protection guidelines – according to which only the minimum of data should...
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be processed – civil society organisations will have a stronger base for conducting advocacy and litigation against message monitoring of this nature and for protecting end-to-end encryption in general.\textsuperscript{18}

In the field of criminal prosecution and investigation, the Brazilian Congress has been discussing the Reform of the Criminal Procedures Code, which has introduced, in its first draft, broad authorisations to law enforcement to use remote and on-device hacking technologies, including brute force tools to exploit digital security and spyware. Beyond the legislative debate, the providers of hacking tools – such as Cellebrite\textsuperscript{19} and Verint\textsuperscript{20} – have a very close relationship with Brazilian law enforcement. As mentioned, most recently, it was also disclosed that the son of President Jair Bolsonaro, Carlos Bolsonaro, tried to purchase hacking tools from companies such as the NSO Group and DarkMatter\textsuperscript{21} in order to surveil political opponents. Furthermore, the government’s acquisition of software that does broad data gathering from open sources (also known as “open-source intelligence” or OSINT) is being reported and questioned by civil society organisations for the lack of clarity and legality in its uses, as well as its threat to democratic values in the country.\textsuperscript{22} Due to the potential of these tools to be extremely invasive to individuals, the government’s predilection for surveillance can be challenged on constitutional grounds and should be overseen by data protection authorities and digital rights organisations.

This demonstrates the need to bring the discipline of data protection closer to the practice of law enforcement in Brazil. Not coincidentally, in 2021 the Draft Bill on Data Protection Law for Criminal Investigation and Public Security (the “LGPD Penal Law”) was introduced, building a specific data protection system by regulating limits and permissions on the processing of personal data within the field of law enforcement.\textsuperscript{23} Although it did not gain much traction last year, the shift in the legal framework creates a pathway for civil society advocacy pushing for the enactment of the law in the Brazilian Congress.

**Conclusion**

It seems that the Supreme Court’s decision introduced not only a new fundamental right but a new interpretation regarding the importance of the right to privacy and data protection for Brazilian citizens. The right to data protection is no longer just an individual right, related to the use and collection of data – on the contrary, it has become a matter related to collective and social well-being, along with human dignity. Although we still need specific laws for the use of certain technologies for law enforcement purposes, the recognition of the fundamental right is essential for the prevention of abusive surveillance measures within the scope of public safety, such as the use of mass surveillance for political persecution, as well as the use of specific technologies such as facial recognition and tools used to bypass the security of encrypted devices and services. As stated by some of the people interviewed for this report, with the approval of the constitutional amendment, the judicial branch has become a lifeline in a Brazil that is currently subject to a less progressive legislature and an institutionally weak and authoritarian administration.

Moreover, this new fundamental right alongside existing data protection legislation creates an important cornerstone for demanding greater transparency and mechanisms for evaluating and monitoring the processing of data by public and private agents. It can also be said that there is a great “revisional movement” in relation to certain previously approved abusive and invasive laws from a privacy perspective. From now on, civil society is able to use this precedent in order to consolidate legal grounds so that they can be used in strategic litigation actions. Therefore, it will be possible to challenge data protection-unfriendly laws that need to be re-evaluated now and possibly declared as unconstitutional since they violate a fundamental right guaranteed in our constitution.

Because of this, we are witnessing a change that seems very promising. The possibility that organised
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civil society can demand a greater commitment by the state in terms of its duties and the protection of citizens is a light at the end of a presently frightful moment in Brazil.

**Action steps**

The following actions are necessary in Brazil:

- Civil society should invest in creating a movement for the “constitutionalisation” of demands on data protection, i.e. actions aimed at questioning, based on the fundamental right of data protection, the constitutionality of certain policies and laws.

- Problems related to obtaining user consent and current abusive data-sharing practices between government agencies and private entities should be brought to light, as a way of promoting transparency and accountability in the government’s obligation to protect citizens’ data.

- Campaigns and other initiatives can be carried out by civil society in the field of public security, criminal prosecution and national defence based on this new fundamental right, including creating pressure for more detailed and specific regulations.

- Civil society must be attentive, always seeking “strategic litigation” – i.e. assisting public prosecutors in collective actions and/or participating in judicial processes of public interest as *amicus curiae* – because otherwise, Brazilian courts can endorse negative practices and give them an even greater degree of legitimacy.
DIGITAL FUTURES FOR A POST-PANDEMIC WORLD

Through the lens of the COVID-19 pandemic, this edition of Global Information Society Watch (GISWatch) highlights the different and complex ways in which democracy and human rights are at risk across the globe, and illustrates how fundamental meaningful internet access is to sustainable development.

It includes a series of thematic reports, dealing with, among others, emerging issues in advocacy for access, platformisation, tech colonisation and the dominance of the private sector, internet regulation and governance, privacy and data, new trends in funding internet advocacy, and building a post-pandemic feminist agenda. Alongside these, 36 country and regional reports, the majority from the global South, all offer some indication of how we can begin mapping a shifted terrain.